Tietosuojailmoitus: henkilotietojen kasittely TAMKin TKI-hankkeissa ja muissa
hankkeissa

Tassa tietosuojaselosteessa kerrotaan, miten Tampereen ammattikorkeakoulu (TAMK)
kasittelee henkilbtietoja erilaisissa hankkeissa (esim. TKI-hankkeet, kehittamis- ja
koulutushankkeet seka muut projektit).

Tama on yleinen tietosuojaseloste. Yksittdisessa hankkeessa voi olla myds hankekohtaisia
kaytantoja (esim. osallistujien rekrytointi, kyselyt, tapahtumat, palvelumuotoilu). Jos
hankkeessa kasitellaan henkilttietoja tavalla, jota ei tdssa kuvata, rekisterdidyille annetaan
tarvittaessa hankekohtainen lisainformaatio.

Tama tietosuojaseloste koskee vain hankkeita, joissa ei kasitella erityisia henkilotietoryhmia
(ns. arkaluonteisia tietoja). Jos hankkeessa kasitellaan erityisia henkildtietoryhmia, siita
laaditaan erillinen hankekohtainen tietosuojailmoitus.

Rekisterinpitdja

Tampereen ammattikorkeakoulu Oy (TAMK)
Kuntokatu 3, 33520 Tampere

Yhteydenotot tietosuoja-asioissa

Henkilbtietojen kasittelya koskevat kysymykset ja rekisterdidyn oikeuksien kayttamista
koskevat pyynnot:
tietosuoja.tamk@tuni.fi

Mihin tarkoituksiin henkil6tietoja kasitelldaan hankkeissa
Henkilotietoja kasitellddn hanketoiminnassa erityisesti seuraaviin tarkoituksiin:

e hankkeiden suunnittelu, hallinnointi ja koordinointi (esim. roolit, vastuut, tydpaketit,
ohjausryhmatyo)

e hankkeen toteutus ja viestinta (yhteydenpito, kokous- ja tydpajatydskentely,
osallistujahallinta)

e rahoittaja- ja sopimusvelvoitteiden hoitaminen (esim. raportointi, seuranta, maksatus,
tarkastukset/auditoinnit)

o yhteistyon ja verkostojen hallinta (kumppanit, alihankkijat, sidosryhmat, asiantuntijat)

e hankkeen tulosten ja vaikutusten osoittaminen (esim. koosteet, analyysit ja seuranta
rahoittajan ohjeiden mukaisesti)

TAMK kasittelee henkilbtietoja vain siind laajuudessa kuin se on tarpeen hankkeen
toteuttamiseksi ja velvoitteiden tayttamiseksi.

Kasittelyn oikeusperuste

Henkilotietojen kasittely perustuu hankkeen luonteesta riippuen tyypillisimmin johonkin
seuraavista oikeusperusteista (EU:n yleinen tietosuoja-asetus, GDPRY):



o yleistad etua koskevan tehtavan suorittaminen / julkisen vallan kayttéon liittyva tehtava
(GDPR 6(1)(e))

o tata sovelletaan usein TAMKin TKI-toiminnassa ja muussa yleishyddyllisessa
hanketoiminnassa

e sopimuksen taytantoonpano (GDPR 6(1)(b))

o esimerkiksi hankkeen yhteisty6-, osallistumis- tai palvelusopimuksiin liittyvat
tilanteet

o lakisdateinen velvoite (GDPR 6(1)(c))

o esimerkiksi kirjanpitoon tai rahoittajan edellyttamiin tarkastuksiin liittyvat
velvoitteet

e suostumus (GDPR 6(1)(a))

o poikkeuksellisesti, jos hankkeen toteutus edellyttda suostumusta (esim.
uutiskirjelista tai erikseen maaritelty vapaaehtoinen osallistuminen).
Suostumus voidaan peruuttaa milloin tahansa.

Jos hankkeessa kasittelyperuste vaihtelee hanketoimintojen valilla, TAMK soveltaa kuhunkin
kasittelyyn soveltuvaa perustetta.

Keita henkilotietojen kasittely voi koskea
Hankkeissa kasitellaan henkilGtietoja esimerkiksi seuraavista ryhmista:
¢ TAMKIin henkilostoé (hanketiimi, johto, asiantuntijat)
o TAMKIn opiskelijat (jos osallistuvat hankkeeseen)
e kumppaneiden ja sidosryhmien edustajat (esim. yritykset, julkiset toimijat, jarjestot)

o osallistujat hankkeen tilaisuuksissa ja toiminnoissa (esim. ty6pajat, koulutukset,
pilotit), silloin kun henkilGtietoja tarvitaan kdytannon jarjestelyihin tai raportointiin

Mita henkilotietoja hankkeissa voidaan kasitella
Kasiteltavat tiedot vaihtelevat hankkeittain. Tyypillisesti kasitellddn esimerkiksi:
e perustiedot ja yhteystiedot: nimi, sdhkdposti, organisaatio, asema/rooli

o hankkeeseen liittyvat tiedot: tehtavat ja rooli hankkeessa, osallistumis- ja
yhteistyotiedot, kokous- ja tydpajojen osallistujalistat

e raportointiin liittyvat tiedot: rahoittajan edellyttamat tiedot (esim. hanketiimin ja
yhteistydkumppaneiden tunnistetiedot, toimenpiteisiin osallistumisen tiedot)

o viestintdan ja tyoskentelyyn liittyvat tiedot: hanketydskentelyn viestit ja asiakirjat silta
osin kuin ne sisaltavat henkilotietoja

TAMK ei kasittele tassa selosteessa tarkoitetuissa hankkeissa erityisia henkilGtietoryhmia.



Mista henkilotiedot saadaan

Henkilotietoja saadaan yleensa:

sinulta itseltasi (esim. ilmoittautuminen, yhteydenotto, osallistuminen)

TAMKIin sisaisista jarjestelmista (esim. henkilosto- tai opiskelijatiedot, jos osallistut
hankkeeseen TAMKIin roolissa)

yhteistydkumppaneilta ja hankkeen muilta osapuolilta (esim. kumppaniorganisaation
yhteyshenkilot)

rahoittajilta ja rahoittajan edellyttamista menettelyista (esim. hankkeen hallinnointiin
ja raportointiin liittyvat tiedot)

Missa jarjestelmissa tietoja kasitellaan

Hankkeiden henkilbtietoja voidaan kasitella esimerkiksi:

Microsoft 365 -ymparistossa (esim. Teams, SharePoint, OneDrive, sahkoposti)
Thinking Portfolio -jarjestelmassa (hankesalkku-/hankehallinta)

rahoittajien ja ohjelmien edellyttamissa jarjestelmissa (esim. raportointi- ja
hakujarjestelmat) seka hankkeen toteutukseen tarvittavissa jarjestelmissa

Kenelle tietoja luovutetaan tai kuka voi kasitella niita

Henkilotietoja kasittelevat TAMKissa vain henkil6t, joille se on tarpeen tyétehtavien
hoitamiseksi.

Tietoja voidaan luovuttaa tai saattaa saataville hankkeen toteutuksen kannalta tarpeellisille
tahoille, kuten:

rahoittajat (raportointi-, seuranta- ja tarkastustarkoituksissa)

hankekumppanit (hankkeen yhteistoiminnan ja yhteisraportoinnin edellyttdmassa
laajuudessa)

tarkastajat ja valvovat tahot (esim. rahoittajan auditoinnit ja tarkastukset)

palveluntarjoajat (esim. tietojarjestelmien toimittajat), jotka kasittelevat tietoja TAMKin
lukuun ja ohjeiden mukaisesti

Tietoja ei luovuteta ulkopuolisille markkinointitarkoituksiin.

Siirretdaanko tietoja EU/ETA-alueen ulkopuolelle

Hankkeiden henkil6tietoja ei I1ahtokohtaisesti siirretd EU/ETA-alueen ulkopuolelle.

Jos hankkeessa poikkeuksellisesti syntyy tarve siirtoon EU/ETA-alueen ulkopuolelle, TAMK
varmistaa, etta siirto tehdaan tietosuojalainsaadannon mukaisesti ja etta kaytdossa on
asianmukaiset suojatoimet (esim. Euroopan komission hyvaksymat vakiolausekkeet).



Kuinka kauan tietoja sailytetaan

Henkilbtietoja sailytetaan vain niin kauan kuin se on tarpeen hankkeen toteuttamiseksi seka
rahoittajan, sopimusten ja lakien (esim. kirjanpito) edellyttamien velvoitteiden tayttamiseksi.

Sailytysaika voi vaihdella hankekohtaisesti esimerkiksi:
e hankkeen keston mukaan
o rahoittajan edellyttdman sailytysajan mukaan (esim. tarkastuksia/auditointeja varten)

o TAMKIn tiedonohjauksen ja arkistointikdytantdjen mukaan

Miten tietoja suojataan

TAMK suojaa henkildtiedot asianmukaisin teknisin ja organisatorisin toimenpitein, kuten:
o kayttdoikeuksien hallinta ja roolipohjaiset kayttdoikeudet
e tunnistautuminen ja lokitus jarjestelmissa
o tietoturvalliset tallennus- ja viestintaratkaisut

¢ henkildstdon ohjeistus ja salassapitovelvoitteet

Sinun oikeutesi

Tietosuojalainsdadannén mukaan sinulla on oikeus:
e saada tieto henkiltietojesi kasittelysta ja pyytad paasy omiin tietoihisi
e pyytaa oikaisua, jos tiedot ovat virheellisia tai puutteellisia
e pyytaa kasittelyn rajoittamista tietyissa tilanteissa

e vastustaa kasittelya, jos kasittely perustuu yleiseen etuun tai oikeutettuun etuun ja
tilanteeseesi liittyy erityinen peruste

e pyytaa tietojen poistamista, jos poistamisen edellytykset tayttyvat (huom. poisto-
oikeus ei koske tilanteita, joissa tietojen sailyttdminen on tarpeen lakisaateisen
velvoitteen tai rahoittaja-/sopimusvelvoitteen vuoksi)

Voit kayttaa oikeuksiasi ottamalla yhteytta: tietosuoja.tamk@tuni.fi.

Sinulla on liséksi oikeus tehda valitus valvontaviranomaiselle (Tietosuojavaltuutetun
toimisto), jos katsot, etta henkiltietojasi on kasitelty lainvastaisesti.

Automatisoitu paatoksenteko

TAMKIin hanketoiminnassa ei lahtdékohtaisesti tehda sinua koskevia paatoksia pelkastaan
automaattisen kasittelyn perusteella.

Selosteen muutokset



Tata tietosuojaselostetta paivitetdan tarvittaessa esimerkiksi toimintatapojen tai
lainsdadannon muuttuessa.



